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Preparation of Peru’s National Multisectoral Policy on National Security and Defense to 2030 in the face of Digital Transformation Threats and Hybrid Wars
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Summary

In recent times, the digital revolution has brought about fundamental alterations in the way societies operate. As a result of this shift, an increase in the hybridization of warfare emerged, motivating nations such as the United States (US) and China to develop strategies to address this transformation. In this context, this research aims to evaluate Peru’s most recent defense and national security policy, enacted through Supreme Decree No. 005-2021-DE, to determine whether it includes measures against hybrid threats. The methodology applied is qualitative and descriptive, focused on observation and using two worksheets designed for this purpose. The results indicate that all the elements of a hybrid war have been planned in the dimension of activities and tasks of the policy analyzed. However, only political, cultural-sociological, and informational-ideological aspects are addressed in the diagnostic dimension, and economic-financial, political, and cultural-ideological aspects in the objectives dimension. It is suggested that a similar analysis be carried out in relation to the internal and external actors that may represent threats to Peru, in order to assess its preparedness for this new type of conflict.
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Introduction

Society and organizations have undergone significant changes due to innovations and developments in Information and Communication Technologies (ICT) in recent years. This phenomenon led to the adoption of new models of business, production, and social relations, known as

---

digital transformation.\(^2\) A direct consequence of this is the increase in the hybridization of war. Although several sources indicate that hybrid wars have always existed and are not exclusive to the last decade, \(^3\) they gained relevance with the increased use of the internet and digitalization to carry out unconventional attacks, such as disinformation and hacking.\(^4\)

In addition, the creation of cyberspace, driven by technological advances, introduced a new battlefield that largely replaced the physical terrain, focusing on people’s minds, through their mobile devices and the internet.\(^5\) Examples of this are the Russian cyberattacks on the Ukrainian Ministry of Defense and Ukrainian banks prior to their invasion.\(^6\)

In this context, over the past decade, both U.S. and Russian military doctrine have integrated information and digital operations to attack both internal and external targets in the interest of national security.\(^7\) The North Atlantic Treaty Organization (NATO) has also sought to counter hybrid threats to European integrity since 2014,\(^8\) and China has adjusted its war theories toward more hybrid approaches since the early 2000s.\(^9\)

---

\(^2\) Ibid.


\(^6\) Ibid.


As for the Peruvian case, in the last 20 years, a National Defense Policy (NDP) was followed that advocated the peaceful resolution of disputes and multilateralism.\textsuperscript{10} However, two years ago, Supreme Decree No. 005-2021-DE was approved, which adopts more contemporary theories, such as multidimensional security.\textsuperscript{11}

In its first year, this new policy managed to advance only 3 of the 14 objectives, highlighting technical assistance to the National Security and Defense System and training in disaster risk management for municipalities.\textsuperscript{12} These aspects are not necessarily linked to traditional military defense, but to issues such as knowledge and information management (multidimensional defense).

Consequently, this lack of progress is attributed, in part, to errors found in the design of indicators and policy guidelines. Despite this, the policy shows connections with the Sustainable Development Goals (SDGs),\textsuperscript{13} prioritizing cross-cutting issues not exclusively related to security and defense.

In this context, it is crucial to investigate whether this new defense policy, aligning with global trends, began to consider the increase in the hybridization of war as a consequence of digital transformation.


\textsuperscript{12} Ibid.

Theoretical Framework

First, hybrid warfare will be defined. It is conceptualized through the combination of Hoffman’s interpretations, NATO, and Russian theory. Hybrid warfare involves the integration of both conventional modes (involving the use of firearms, human force, among others) and unconventional modes (such as terrorist attacks, disinformation, etc.). Its main objective is to keep the enemy in a state of permanent conflict, seeking to achieve effective political control over it.  

The dimensionalization of a hybrid war is presented as follows:

In the military/traditional realm, human power is considered, both in quantity and quality of people available for combat, as well as firepower, encompassing the quantity and quality of weapons available for combat.

On the other hand, in the non-military/non-traditional sphere, economic and financial coercion is included, covering industrial production and money flows, among other aspects. Likewise, political dimensions involving power groups and actions of government entities are contemplated. The cultural-sociological component is also taken into account, which addresses beliefs and social structures relevant to the conflict. Finally, the informational-ideological dimension is considered, which encompasses ideas and information present in the individuals involved in the conflict.

Second, national defense policies will be defined. These include the decisions taken by the State and its Administration to prioritize objectives and actions at the national level, with the purpose of addressing the public problem, in order to guarantee the sovereignty, independence, integrity and protection of national interests at a specific time. This definition combines


the approaches provided by the National Center for Strategic Planning (CEPLAN) and the Ministry of Defense (MINDEF).16

The dimensionalization of a public defense policy is carried out through the following aspects:17

a. Diagnosis: covers the identification and analysis of the problematic situation, as well as the understanding of the model of the public problem in question.

b. Objectives: refers to the specific goals that the policy seeks to achieve in a given time, establishing a clear direction towards the solution of the problem.

c. Activities or tasks: involves the concrete actions that must be carried out to achieve the proposed objectives. These are essential for the successful implementation of the policy and the achievement of its goals.

Methodological Framework

The approach applied is qualitative, giving priority to the properties and characteristics of the objects studied.18 The level adopted is descriptive; in other words, it aims to describe the current situation of the most relevant aspects of the phenomena examined.19

The information analyzed comes from the National Multisectoral Policy on National Security and Defense to 2030, approved by Supreme Decree No.

17 Ibid.
The technique used was observation: the researcher uses his senses to capture external stimuli related to a situation and analyze whether what he obtained agrees with the proposed theory.

The procedures consist of two stages: first, the content of the information is summarized; Second, it is verified whether it contains what is expected in a hybrid war. For the first stage, the following observation sheet is used:

**Table 1. Summary of Contents**

<table>
<thead>
<tr>
<th>Dimension of a National Defense Policy</th>
<th>Content of the Dimension in the National Multisectoral Policy on National Security and Defense to 2030</th>
</tr>
</thead>
<tbody>
<tr>
<td>Diagnosis</td>
<td></td>
</tr>
<tr>
<td>Objectives</td>
<td></td>
</tr>
<tr>
<td>Activities &amp; Tasks</td>
<td></td>
</tr>
</tbody>
</table>

Source: Adaptation.

In operations, two procedures are carried out: in the first stage, the content of the information is summarized; in the second, it is verified whether it includes what is anticipated in a hybrid war. For the initial phase, the following observation sheet is used.

---


22 Camilo Amado Asenjo, “Defense Strategies of USA, NATO, and China and Its Readiness to Deal With a Hybrid War”. 
Table 2. Table of Contents

<table>
<thead>
<tr>
<th>Contents of a Hybrid War</th>
<th>Content of the National Multisectoral Policy on National Security and Defense to 2030</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Diagnosis</td>
</tr>
<tr>
<td>Military</td>
<td>Human Power</td>
</tr>
<tr>
<td></td>
<td>Firepower</td>
</tr>
<tr>
<td>Non-Military</td>
<td>Financial</td>
</tr>
<tr>
<td></td>
<td>Politician</td>
</tr>
<tr>
<td></td>
<td>Cultural-Sociological</td>
</tr>
<tr>
<td></td>
<td>Informational-Ideological</td>
</tr>
</tbody>
</table>

Source: Adaptation.\textsuperscript{23}

Results

The most relevant parts of the policy studied are presented below:

Table 3. Summary of the Policy Evaluated

<table>
<thead>
<tr>
<th>Dimension of a National Defense Policy</th>
<th>Content of the Dimension in the National Multisectoral Policy on National Security and Defense to 2030\textsuperscript{24}</th>
</tr>
</thead>
</table>

\textsuperscript{23} Ibid.

\textsuperscript{24} MINDEF, “Política Nacional Multisectorial de Seguridad y Defensa Nacional al 2030”.
| Diagnosis                                                                 | A high vulnerability of individuals and the State to threats and concerns in the field of National Security is identified. This situation stems from a variety of causes, both direct and indirect.  
|                                                                          | • There is a fragility in the activities of national defense for the protection of national interests, generated by the systemic destructuring of the National Defense System (SIDENA), the low foresight and conception of comprehensive actions, and the weak culture of national security among the population.  
|                                                                          | • There is a reduced effectiveness of security and defense for the normal functioning of the institution, caused by regulations that are not adequate to the context of reality, the low involvement of the authorities and the limited institutional resources.  
|                                                                          | • There is a limited development of the factors contributing to national security, caused by the deteriorating social fabric, with emphasis on the most vulnerable, insufficient protection of the environment and the lack of synergy between Science, Technology and Technological Innovation (STI) and security.  
|                                                                          | The consequences of this situation include an increase in the perception of fear and distrust in institutions, political and social instability with a temporary suspension of the exercise of fundamental rights, and uncertainty regarding economic and social development. |
| Objectives                                                               | The objectives are as follows:  
|                                                                          | • To guarantee the defense of national interests aimed at international peace and security.  
|                                                                          | • Guarantee the normal functioning of political, legal, and social institutions in the country.  
|                                                                          | • Achieve the necessary conditions contributing to national security. |
### Activities & Tasks

The guidelines and services required for the first objective are as follows:

- To improve the participation of the powers of the State and society in national security and defense, through the service of education with learning oriented towards a culture of peace, national security, and national identity.

- Strengthen the national defense system with emphasis on an institutional structure that ensures the articulation of the management, monitoring, and evaluation of results, through the technical assistance service and management mechanisms in SIDENA.

- Strengthen national capacities for the defense of sovereignty and territorial integrity, as well as the protection of the population and territory against conflicts and/or threats from the external sphere, through the formulation of capacity planning in the component entities of SIDENA.

- Implement mechanisms for integration and cooperation in national security and defense, through pertinent actions aimed at fostering a climate of peace and security at the subregional, regional, and global levels.

- Strengthen the effective response to conflicts and/or external threats to the country, through the formulation of Strategic Defense Planning with the integral participation of the components in SIDENA.

For the second objective, the following actions are taken:

- Ensure the rule of law, with emphasis on governability and social peace in the country, through the technical assistance service on technical instruments and mechanisms for the prevention and management of social conflict in SIDENA.

- “Strengthen national capacities to combat illicit activities and organized violence in the country” through the formulation of capacity-based planning in the component entities of SIDENA.

- Intensify the fight against corruption in all its manifestations, through the technical assistance service in institutional plans and budgets for integrity and the fight against corruption in SIDENA.

- Strengthen disaster risk management in the country, with emphasis on the participation of relevant actors and society as a whole, through the strengthened capacities of the district municipality in the organization, training, and training of civil society in Disaster Risk Management.
- Strengthen the effective response to illicit activities and organized violence in the country, with emphasis on prevention, through security operations and actions with the full participation of SIDENA components.

For the third objective, the following actions are proposed:

- Strengthen capacities and mechanisms aimed at promoting equal opportunities in critical, vulnerable, and hard-to-reach areas of the country, through the strengthening and intensification of the Strategy for Social Action with Sustainability (EASS), thus contributing to security.

- Intensify the construction of crucial public infrastructure related to national security, with the aim of ensuring its effectiveness in the face of threats and challenges that could affect national security.

- Improve instruments and mechanisms for the preservation and protection of the environment, with special attention to the Amazon, focusing on Peru's adaptation to climatic variations. This will be carried out through the technical assistance service on environmental management instruments and mechanisms, as well as their adjustment to changing climatic conditions.

- Promote the advancement of activities related to science, technology, and innovation (STI), in accordance with the demands of security and defense, through the National Research and Development Program (PNID) in fields related to National Security and Defense.

Based on the above, the following table details the consideration of the aspects of hybrid warfare in the policy analyzed:

**Table 4. Verification of the Contents of the Evaluated Policy**

<table>
<thead>
<tr>
<th>Contents of a Hybrid War</th>
<th>Content of the National Multisectoral Policy on National Security and Defense to 2030 (PNMSDN 2030)</th>
<th>Diagnosis</th>
<th>Objectives</th>
<th>Activities &amp; Tasks</th>
</tr>
</thead>
</table>
It was determined that the policy under review addresses all aspects of hybrid warfare in its activities and tasks. In other words, it envisaged the planning of actions in various spheres, both military and non-military, to address its public problem. However, in terms of its diagnosis and objectives, it is observed that it addresses only political, cultural-sociological, and informational-ideological aspects for the former, and economic-financial, political, and cultural-sociological aspects for the latter.

**Conclusions**

1. The results point to a significant omission in the National Multisectoral Policy on National Security and Defense to 2030 (PNMSDN 2030) with respect to the mention of crucial issues in its diagnosis and objectives related to the aspects of a hybrid war. This lack is relevant, since an effective planning of activities and tasks must be aligned with hybrid objectives derived from a comprehensive diagnosis. Without proper consideration of these aspects, the resolution of public problems involving the hybridization of warfare may be compromised.

2. The relevance of this type of analysis lies in the ability to demonstrate, at the national level, the level of preparedness in cases of current threats, such as a hybrid war, with historical antecedents in Peru, such as the confrontations against terrorism in the 90s or the Cenepa War. This assessment is important given the expectation that conflicts of this
type will become common in the coming years. Knowing the country’s preparedness to face them is essential.

3. The challenges of research focus on the limitation of relying solely on a normative document. The actual actions carried out by the actors involved in the implementation of the policy under study have not been analyzed. This could alter the perception of policy readiness in the face of a hybrid war, as what is planned does not always execute as expected. In addition, another limitation is mentioned: although there are references to the elements indicated, these are relative. For example, in terms of informational-ideological (I-I), the lack of adequate data for decision-making is mentioned, but disinformation or fake news, equally relevant aspects, are not addressed.

4. It is recommended that such research be carried out in two areas. On the one hand, it is suggested to inquire about the plan and its relationship with the hybrid war of state and non-state actors, both external and internal to Peru, such as Bolivia, Chile, the Revolutionary Armed Forces of Colombia (FARC), Ecuadorian traffickers and groups descended from the Shining Path (SL), among others, in order to obtain a complete vision of the preparation of the main immediate threatening agents. On the other hand, it suggests the possibility of updating the policy studied so that it has a greater relationship with the hybridization of war or improving the strategic plan of institutional and operational implementation to consider hybrid threats. In other words, it highlights the need to take into account, in future defense and security plans, that the threats do not come only from missiles or the lack of economic growth, but also from phenomena such as disinformation, hacking, lobbying, among others.
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